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Abstract. Nowadays uniting the efforts of all interested parties and authorities in preparation and making informed
decisions in the field of public safety, government, territories, natural environment acquires special actuality. Systematic
logically reasonable construction of failures of system elements that can lead to a failure requires a full understanding of
the nature and operation of the system of possible failures of its elements.

The purpose of the study is to identify a system of related methodic materials (approved methods) that define the stag-
es and their corresponding methods of assessing the risks of emergencies associated with exposure to damaging factors
caused by fires, explosions and releases of toxic substances used in the risk assessment techniques and tools and set stand-
ards acceptable levels of risk of emergencies.

Research methods. The article considers the possibility of using logical-graphic schemes (dendrograms) for correct iden-
tification of the dangers of objects. The task of deciding to assess the risk of an emergency in the context of financial dam-
age caused can be solved on the basis of a fuzzy game model.

The main results of research. Systematic logically reasonable construction of failures of system elements that can lead
to a failure requires a full understanding of the nature and operation of the system of possible failures of its elements. In-
clusion into the tree of failures the external causes further requires the understanding of the connection of the analyzed
system with other technical systems and natural events. Together, this causes the involvement of special experts into the
construction and analysis of fault trees. The task of deciding to assess the risk of an emergency in the context of financial
damage caused can be solved on the basis of a fuzzy game model.

Scientific novelty. The system is based on the principle of developing a compromise between accuracy and ease of as-
sessment calculations, so there is a possibility of simplified calculation of the maximum possible number of victims in
emergency situations (number of people killed or damage to health) without significant loss of accuracy.
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Practical significance. Nowadays uniting the efforts of all interested parties and authorities in preparation and making
informed decisions in the field of public safety, government, territories, natural environment acquires special actuality.
Keywords: risk, optimization, emergency situations, fuzzy game model.

Problem Statement. Nowadays uniting the efforts of
all interested parties and authorities in preparation and
making informed decisions in the field of public safety, gov-
ernment, territories, natural environment acquires special
actuality. Thisis also the work in increasing public awareness,
public authorities and the analysis of the organization, risk
control, risk acceptance. This is also the independent exami-
nation and the development of programs, projects, promis-
ing ideas, technical solutions, regulatory documents. As well
as these are scientific and research activities.

Review of the Literature. The issues of management
in emergency situations and the construction of information
systems for decision-making in emergency Situations are
devoted to the study and publication of many scientists and
specialists — AN. Yelokhina, A.V.Izmalkov, V.V.Kulby,
V.I. Vasilyeva, B.N. Porfiriev, R.Z. Khamitova, M.A. Shakhra-
manyan, .Yu. Yusupova, V.G. Krymsky and others.

In recent years, scientific and practical developments in
the field of risk management have been actively developed
abroad, among which are the works of J. Apostalakis,
L. Gossen, S. Guaro, R.Cook, H.Kumamoto, F.Lissa, Mar-
shall, G. Saver, E. Henley and others.

Nevertheless, the range of unresolved problems in this
area is still quite wide. The difficulty of solving the problem
of modeling and management in emergency situations is
due to the fact that the nature of the development of a
particular emergency situation is purely individual, and its
development takes place under conditions of uncertainty.

The aim of the paper is to identify a system of related
methodic materials (approved methods) that define the
stages and their corresponding methods of assessing the
risks of emergencies associated with exposure to damaging
factors caused by fires, explosions and releases of toxic
substances used in the risk assessment techniques and tools
and set standards acceptable levels of risk of emergencies.
The system is based on the principle of developing a com-
promise between accuracy and ease of assessment calcula-
tions, so there is a possibility of simplified calculation of the
maximum possible number of victims in emergency situa-
tions (number of people killed or damage to health) with-
out significant loss of accuracy.

Presentation of research material. Critically im-
portant objects may be at risk and endangered danger (as
you can see at figure 1).
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The specific part of the territory, depending on the de-
gree of risk can be attributed to one of the four types of risk
areas:

unacceptable risk zone (prohibitive) - this is the
territory where the presence of people is not permitted,
except for persons providing an appropriate organizational,
social and technical actions (special construction of engi-
neering structures, the introduction of additional protec-
tion, monitoring, alerts, etc.), aimed at reducing the risk to
an acceptable level. New construction is not allowed, re-
gardless of the possible economic and social benefits of a
particular type of economic activity, with the exception of
defense facilities, the state border guarding or objects
functioning automatically. The relocation of people to safe
areas is routinely performed.

high-risk area - a territory which allowed tempo-
rary staying of limited number of people associated with
the performance of official duties. New residential and
industrial construction is allowed in exceptional cases by
the decision of the heads of the administration or executive
with mandatory implementation of a set of special
measures to reduce risk to an acceptable level, mandatory
risk control and prevention of emergency situations.

conditionally acceptable risk zone - the area
where construction and the location of new residential,
social and industrial facilities is allowed, in case of obligato-
ry performance of a complex of additional measures to
reduce the risk.

acceptable risk zone - territory on which any con-
struction and location of population is allowed.

Determination of risk factors in the operation of critical
facilities (CEP) is based on the result analysis of certification
or declaration of safety of the facility. Depending on the
result of a critically important object can be in one of three
areas of risk:

unacceptable risk area (area of strict regulation
and risk control) - optional quantitative analysis of risk,
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requires special measures to ensure protection of critical
facilities;

high risk area (area of economic regulation and
risk management) - a quantitative risk analysis is mandato-
ry, requires to take certain measures to ensure the security
of the object;

acceptable risk area (area with no need of risk
management) - analysis and the adoption of special addi-
tional security measures are required.

The risk assessment of an emergency is divided into five
consecutive steps (fig.2):
identification of dangers;
construction of damaging factors fields;
selection of defeat criteria;
assessment of the effects of exposure to damag-
ing factors;
calculation of risk indicators.

Danger identification.

The task of this stage - to identify and clearly describe
all the dangers sources and ways (scenarios) of their im-
plementation. This is crucial stage of the risk assessment,
since not identified at this stage dangers are not exposed to
the further consideration and disappear from view.

The results of dangers identification stage are:

alist of adverse events;

description of hazards, risk factors, conditions of
occurrence and development of adverse events (e.g., sce-
narios of possible accidents), including an assessment of
implementation of the frequency of occurrence of each of
the scenarios and the development of the accident;

preliminary hazard and risk assessment. When
dangers identification of the object performed, which is not
a complex technical system, it is acceptable to use a meth-
od of quality dangers assessments, detailed in [2,10].

The emergence and development of emergencies in ob-
jects of a complex technical system, is determined by a
combination of random events occurring at different rates
and at different stages.
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Fig. 2. The structure of control system of the natural and technogenic risks [4]

Correct identification of the dangers of this type of ob-
jects is possible in the case of quantitative risk analysis,
based on the use of logical-graphic schemes (dendro-
grams):

“fault trees” identify the causal chain of events
that led to the appearance of an emergency;

“trees of events” identify the sequence of the
outgoing head events determining the feasibility of a sce-
nario of an emergency.

Evaluation of the frequency of occurrence of different
scenarios and the development of the accident presupposes
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data on the frequency of primary failures (triggering
events), the mutual influences of element failures and
other similar information that can be obtained from:
the technical documentation (for components
and assemblies);
statistics (for accident and reliability of technolog-
ical systems and natural phenomena);
expert specialists assessment.
Construction of damaging factors fields.
The main parameters affecting the factors taken into
account when calculating the risk markers of emergency
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due to fires, explosions and releases of toxic substances,
presented in [4]. Also, in [4], the sources are recommended
for use in constructing the fields affecting factors in the case
of propagation of the shock wave thermal radiation and
pollutants in three-dimensional space (the atmosphere).

To calculate the damaging factors fields in the devel-
opment of emergency in a two-dimensional or one-
dimensional space (for example, filling of oil on the surface
or contact with soluble emergency chemically hazardous
substances in open watercourses) qualitatively different
mathematical models needed. Some of them are presented
in the relevant teaching materials for assessment of im-
pacts [4].

Selection criteria for the lesion

In assessing the effects of damaging factors on a man,
the environment and the different objects can be used as
deterministic destruction criteriaand probability.

When calculating on the basis of risk indicators lesion
fields constructed in accordance with recommended [6]
sources probabilistic metrics used. Guidelines for the selec-
tion criteria of probability of adverse effects of assessment
factors are presented in [3,5].

Deterministic criteria destruction used, including when
assessing the effects of damaging factors in the environ-
ment, are also presented in the relevant methodic materi-
als [6].

Assessment of the impacts of the damaging factors

The effects of an emergency situation refer to:

the number of victims among the staff and the
population living on the territory adjacent to the fire and
explosion danger and chemically dangerous objects or
routes of transportation of dangerous loads;

material and environmental and economic dam-
age associated with exposure to damaging factors of an
emergency on the property of the state, individuals and
legal entities, and the environment.

The number of victims - is the number of people killed
and/or received health damage by the emergency, i.e. the
amount of irrecoverable loss and health [11-12]. Estimation
of the number of victims in emergency situations of tech-
nogenic character can be done, following [4].

The calculation of risk indicators

The main risk factors are:

« individual risk;

+ collective risk;
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+ social risk;

* material risk;

« economic risk.

The physical meaning of individual risk can be ex-
pressed as the frequency of lesions of separate person as a
result of the impact of the total of the studied danger fac-
tors at a given point of space. Individual risk - a function
defined on a surface adjacent to a dangerous object.

Through individual risk, knowing the density of the
population distribution and / or staff at the surface adjacent
to the risk, collective risk can be expressed. [9]. Collective
risk so, in fact, is the math expectation of a discrete acci-
dental human values. By analogy with the collective risk,
the material risk determined - the expectation of a discrete
random variable material damage.

Guidelines for the construction and analysis "fault
trees"

1. General characteristics of the method

The method of quantitative risk analysis, based on log-
ic-graphic circuit "fault tree" is used to analyze the possible
causes and underlying causes of an emergency (accidental)
situation and calculate its frequency.

The tree of faults - a graphical representation of logical
connections between emergency situations and events,
initiating them. Fault Tree Construction is a process of
“reverse comprehension”, that is, since the accident, or
other undesirable event (often referred to as the upper
undesirable event and / or the parent event) covers devel-
opment that may lead to its realization. Then we study the
causes of these events, and so on, until you have identified
all of the primary initiating events. The result of applying
this method is to determine the frequency of emergency
(accidental) situations. It is also recommended to deter-
mine the minimum combination of events that determine
the occurrence of an accident, or the inability (minimum
bandwidth and a combination of interception, respective-
ly).

2. Fault Tree Structure

Fault tree structure includes one parent event (accident,
incident), which connects with a set of relevant previous
events (failures errors, adverse external influences), which
form a causal chain. For communication between the
events in the "nodes” of trees used logical signs "AND" and
"OR". Logic symbol "AND" means that the higher-level
event occurs during the lower occurrence of events (equiva-
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lent to multiplying their probability to estimate the proba-
bility of a superior event). The sign "OR" means that the
higher-level event may occur due to the occurrence of one
of the lower-level events.

Fault tree elements can be divided into three groups:

primary failures or triggering events;
secondary failures;
control failures.

The primary failures are events that took place under
conditions that normally function in considered technical
system. Secondary failures occur due to changes in operat-
ing conditions of the equipment, in particular due to the
deviation from production schedules. Management faults
occur, even when the equipment is functioning normally
doesn’t receive for some reason the control signals that
ultimately leads to its malfunctioning. All three types of
failure may be present in the fault tree structure. One of the
fault tree analysis tasks is to determine the list of the pri-
mary failure, leading to the creation of an emergency.
Secondary failures and management failures are interme-
diate events that require further analysis, to identify lead-
ing to the emergence of the primary events.

3. Triggering event

Many causes of emergency (triggering events) can be
divided into three classes:

equipment failures;

staff actions, which led to a deviation from pro-
duction schedules;

external causes.

External events can initiate accident at the various sites.
Although the frequency of such events is small enough,
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they can lead to large-scale consequences. External events
can be divided into two categories:

natural phenomena; earthquakes, floods, storms,
high temperature, lightning, etc.

effects resulting from human activities: crash,
work of neighbor industrial facilities, sabotage, etc.

4. The minimum bandwidth and a combination of in-
terception

Failure analysis of the tree allows you to select the sig-
nal branch to main event and indicate related:

Minimum bandwidth combination.
Minimum shut-off combinations.

Minimum bandwidth combinations - a set of initiating
events, mandatory (simultaneously) the occurrence of
which is sufficient for the occurrence of main events (acci-
dents). Such combinations are used primarily for the detec-
tion of "weak points”.

Minimum shut-off combination — a set of initial
events that guarantees absence non-arising of main
event, provided none of the components of this set of
events. Such combinations are mainly used to deter-
mine the most effective measures to prevent
accidents.

5. An example of design and analysis of fault tree

When analyzing the occurrence of a failure, a fail-
ure tree consists of sequences and combinations of
violations and malfunctions, and thus it represents a
multi-level graphological structure of causal relation-
ships obtained by following dangerous situations in
reverse order to find possible causes of their occurrence

(Fig. 3).
System failure
_______ Component failure
- Element failure

Failure Events

Sf:e:mg imp acts

Fig. 3. Conditional scheme of building a tree of failures
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The advantages of a fault tree are as follows:

« analysis focuses on finding failures;

« allows you to show explicitly unreliable places;

+ is provided with graphics and provides visual material
for the part of IT professionals who are involved in system
maintenance;

+ makes it possible to perform a qualitative or quantita-
tive analysis of the reliability of the system;

+ the method allows specialists to focus on individual
specific system failures in turn;

+ provides a deep understanding of the system behavior
and penetration into the process of its work;

+ are @ means of communication of specialists, as they
are presented in a clear visual form;

+ helps to deductively detect failures;

* gives designers, users and managers the opportunity
to visually justify design changes or establish the degree of
compliance of the system design with specified require-
ments and analysis of trade-off decisions;

+ facilitates the analysis of the reliability of complex sys-
tems.

The main advantage of the fault tree (compared to
other methods) is that the analysis is limited to identify-
ing only those elements of the system and events that
lead to this particular system failure or accident.

The disadvantages of the fault tree are as follows:

« implementation of the method requires a significant
investment of funds and time, since an increase in the
detail of the infrastructure under consideration leads to a
geometric increase in the number of influencing events;

+ the fault tree is a scheme of Boolean logic, which
shows only two states: working and failed;

« it is difficult to take into account the state of partial
failure of elements, because when using the method, as
arule, it is considered that the system is either in good
condition or in a state of failure;

« difficulties in the general case of an analytical solution
for trees, containing backup nodes and reestablished nodes
with priorities, not to mention the significant efforts that
are required to cover all types of multiple failures;

« requires reliability specialists to have a deep under-
standing of the system and specific consideration of
each time only one specific failure;

LEE R AR RN LN ELE]

* the fault tree describes the system at a certain
point in time (usually in the steady state), and the se-
quence of events can be shown with great difficulty,
sometimes it is impossible. This is true for systems
with complex control loops, in such cases, as a rule,
they referto methods based on stochastic (random)
Processes.

Emergency Risk Assessments

The task of deciding to assess the risk of an emer-
gency in the context of financial damage caused can be
solved on the basis of a fuzzy game model. Such tasks
are considered when making decisions about participa-
tion in an investment project under risk conditions, as
models reflecting risk, classic matrix game models are
used with the search for solutions in the class of mixed
strategies, i.e. based on a probabilistic approach
[6, 7]. We use the approach proposed in [8] for risk
assessment.

Emergency:

1) relatively satisfactory condition, no emergencies -
dy;

2) emergencies with minimal damage - d;

3) catastrophic emergency - ds.

Income values are taken into account with a “+”
sign, losses - with a “-” sign. The numerical values of d;,
d, and ds are known (or at least their estimates are
known). To prevent an emergency, you can carry out
various activities, spending on it certain funds.

Because the emergency is unique, the decision mak-
er (DM) can choose one of two behavioral strategies:

1) decides to invest in preventing emergencies;

2) decides not to invest in disaster prevention.

It is necessary to choose the strategy of behavior of
the decision maker, in which his gain would be at least
non-negative, and the worst case losses would be zero.
This situation is described by the player A matrix A (DM)
of the two-player matrix game (Table 1).

Next, we bring the matrix model to a fuzzy mind [6—
8]. Experts can determine the degree of helonging to
alternatives of "nature" - the degree of confidence that
nature will choose the option Bs. Expert estimates are
selected according to the E. Harrington scale [6] for the
formalization of heuristic information.
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rules:

Table 1
Decision maker winnings matrix
B1 (relatively satisfactory B, (emergency with Bs (catastrophic emer-
condition, no emergencies) minimal damage) gency)
Ar (DM decides to invest in D D, Ds
preventing emergencies)
Az (DM decides not to invest 0* 0* 0*
in emergency prevention)
* - the decision maker does not lose anything and does not gain
If model A chooses alternative AL, interpretation of the 3
model is reflected in this case by a set of fuzzy production aa; 'y,
Q= )
Ru:if xis By, theny is ds, A9,
Ry if X5 By, theny is d, j=1

Rs: If xis Bs, then y is ds.

Here, the variable x represents the state of player B
(“nature™), and y - the gain (loss) of player A (DM). The
degree of truth of the premise of the first rule (Ry) is obvi-

ously equal g to that of the second - ¢, and third - 95 .

At the same time, the set of reduced fuzzy rules togeth-
er with the accepted conditions form the model of Wang —
Mendel fuzzy inference [4], according to which the clear
value of the output variable (in this case, the gain value Q1)
is determined by the formula:

When player A chooses strategy Ay, it is obvious that the
proceeds (losses) of the decision maker are equal to zero
Qz =0.

The question of choosing a strategy is now solved by
checking the inequality: Q:> Q. or Q:> 0. If this inequality
holds, then the strategy (risk level) should be accepted, if
not executed, discard.

In our case, the losses, as well as the degree of confi-
dence for the alternatives of “nature” are given in table 2
(the sum of the alternatives is not necessarily 1).

Table 2
Baseline for decision making
B1 (relatively satisfactory B, (emergency with Bs (catastrophic

condition, no emergencies) minimal damage) emergency)
A1 (DM decides to invest in pre- Proceeds— Loss— Loss—
venting emergencies) 178 000 UAH 90 000 UAH 310000 UAH
A2 (DM decides not to invest in 0 0 0
emergency prevention)
Degree _of co‘r]fldencs for the 07 05 02
alternatives of “nature

The choice of the optimal solution of investment of ma-
terial means for prevention of an emergency:
178x0,7 -90+0,5 - 310x0,2
Q = »
0,7+05+0,2
thousand UAH - the value is non-negative, it means
that you can invest money in security. 12,6 thousand UAH -

12,6
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the value, the sign of which determines the choice of one or
another alternative [3].

The screen forms of the program module for making
decisions on security financing and disaster prevention are
shown in Fig. 4.
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Fig. 4. The screen forms of the program module for making decisions on security financing and disaster prevention [3]

Conclusions. Systematic logically reasonable construc-
tion of failures of system elements that can lead to a failure
requires a full understanding of the nature and operation of
the system of possible failures of its elements.

Inclusion into the tree of failures the external causes
further requires the understanding of the connection of the

analyzed system with other technical systems and natural
events. Together, this causes the involvement of special
experts into the construction and analysis of fault trees.

The task of deciding to assess the risk of an emergency
in the context of financial damage caused can be solved on
the basis of a fuzzy game model.
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CUCTEMA AHAJNIN3A PUCKA

OxcaHa OrHeBa
K.T.H., LOLHT Kadespbl NPOrpaMMHbIX CPEACTB U TEXHONOT I, XepCOHCKINIA HALMOHaNbHBIN TEXHUYECKWIA YHUBEPCUTET,
XepcoH, YkpanHa, ORCID ID: 0000-0001-6206-0285, e-mail: Oksana_Ognieva@meta.ua;

(Betnana Bbiluemupckas
K.T.H., BOLEHT Kapeapbl NHHOPMATMKIN 1 KOMNbHTEPHBIX HaYK, XePCOHCKINA HALMOHAMbHBI TEXHUUYECKMIl yHUBEPCUTET,
XepcoH, Ykpaura, ORCID 1D: 0000-0002-6343-7512? e-mail: printvvs@gmail.com;

Poman Manywa
aCNMpPaHT, XepCOHCKMI HaLIMOHANbHDIA TEXHUUECKMi yHUBEPCUTET, XepcoH, YkpanuHa, e-mail; drfailov21@gmail.com

AxHoTaums. B Hawwe Bpems 00beMHeHe YCunmil BCex 3aHTepecoBaHHbIX CTOPOH 1 OPraHOB BAACT! N0 NOArOTOBKe
W NPUHATUI0 060CHOBAHHDBIX pelLieHnii B 06nacTi 06LecTBEHHOI 6e30nacHOCTY, YyNpaBneHuA rocyapcTBoM, Tepputopusa-
MM, NIPUPOAHOI Cpefoil npuobpeTaer ocobylo akTyanbHoCTb. CMCTeMaTYeCKu Normyeckin 060CHOBaHHOR MOCTPOeHMe
3NEMEHTOB CUCTEMbI, KOTOPble MOryT NPUBECTU K 0TKa3y, TpebyeT NofHOr0 MOHUMAHNA XapakTepa 1 GyHKLIMOHMPOBAHMA
CMCTEMbI BO3MOXHbIX 0TKA30B ee 3IeMeHTOB.

MeToabl uccnefoBaHuA. B cTaTbe paccmaTpiBaeTcA BO3MOXHOCTb UCNOb30BAHIA NOMUKO-Tpaduyeckux cxem (aeHp-
porpamm) AnA npasunbHOM WAEHTUGUKALIM ONAacHOCTel 00beKTOB. 3aaya NPUHATUA peLleHus 06 oLeHKe pucka Bo3-
HUKHOBEHMA Upe3BbIYaliHON CTYaL|K B KOHTEKCTe MPUUYMHEHHOTO GUHAHCOBOTO yLiepba MOXeT ObiTb pellieHa Ha 0CHOBE
MOJENN HeYeTKOM Urpbl.

OcHoBHble pe3ynbTaTbl UciefoBaHMA. (UCTeMaTUyeckin nornyeckn 060CHOBaHHOE NOCTPOEHUE INEeMEHTOB CUCTEMbI,
KOTOPbIe MOTYT NPUBECTH K 0TKa3Yy, TpebyeT NoHOT0 NOHMMAHNA XapaKTepa  GYHKLMOHNPOBAHNA CUCTEMbI BOSMOXKHbIX
0TKa30B ee JNeMeHTOB. BkrioueHne B 4epeBo 0TKA30B BHELIHMX NPUYUH LONOAHUTENbHO TPebyeT MOHUMaHNA (BA3M
aHaNN3Mpyemoil CcUcTeMbl € ApYrUMI TEXHUYECKUMU CUCTEMaMU 11 NPUPOAHBIMI ABNEHUAMU. B COBOKYMHOCTI 3T0 Bbi3bl-
BaeT NpuBJeyeHue CreLnanbHbIX SKCNepToB K NOCTPOEHUIO 1 aHanu3y AepeBbeB 0TKa30B.

HayuHas HoBu3Ha. (ucTeMa 0CHOBAHA Ha NPUHLMNE BbIPabOTKM KOMNPOMINCCA MeX [y TOYHOCTbHO M NPOCTOTOI pacye-
TOB, NO3TOMY CYLLECTBYET BO3MOMXHOCTb YNPOLLEHHOr0 pacyeTa MakcManbHO BO3MOXHOTO YMCIa XepTB B Upe3Bbluail-
HbIX CUTyaumAX 6e3 3HaUUTeNbHOI NOTEPU TOUHOCTH.

lpakTyeckan 3HauMMoCTb. B Hawwe Bpems 06beMHeHe yCnii BCeX 3auHTepecoBaHHbIX CTOPOH U OPraHoB BACTH
N0 MOArOTOBKe 1 NPUHATUIO 060CHOBAHHBIX peLueHIii B 06n1acTi 0bLiecTBEHHOI 6e30MacHOCTI, ynpaBneHns rocyaap-
CTBOM, TeppUTOPUAMM, NPUPOSHOI CPefoil NprobpeTaeT 0Co0yH0 aKTyaNbHOCTD.

Knroyeebie cnosa: puck, onmumusayus, ype3gbiyatiHele Cumyayuu, Hedemkdas uepogas Mooess.
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CUCTEMA AHAJNI3Y PU3UKY

OkxcaHa OrHeBa
K.T.H., BOLeHT kadenpun MporpamHux 3acobiB i TexHONOTiit, XepCOHCLKMI HaLioHaNbHWIA TeXHIYHNIA YHiBEpCUTET,
Xepcon, Ykpaina, ORCID ID: 0000-0001-6206-0285, e-mail; Oksana_Ognieva@meta.ua;

(BiTnaHa Buwemupcbka
K.T.H., LOLeHT Kadeapu iHdopmaTuk | KOMN'KOTePHIX HAyK, XepCOHCHKNIA HaLiOHaNbHUIA TEXHIYHMI YHIBEpCUTET,
Xepcon, Ykpaia, ORCID ID; 0000-0002-6343-7512, e-mail: printvws@gmail.com,

PomaH lManywa
acnipaHT, XepCoHCbKNIA HaLiOHaNbHWIA TeXHIUHMI yHiBepcuTeT, XepcoH, Ykpaia, e-mail: drfailov21@gmail.com

AHortauia. CborogHi 0cobnuBa akTyanbHicTb HabyBae 06'eAHaHHA 3yCMNb YCiX 3aLliKaBAEHNX CTOPIH i OpraHiB BNagn y
NiAroTOBL Ta NPUIAHATTI 06rPyHTOBAHMX piLueHb Y chepi rpomMagcbKoi be3neku, ypaay, TepuTopii, NpUPOAHOro Cepeso-
BULLA. (UCTeMaTMYHa NOTiYHO 06rpyHTOBAHA KOHCTPYKLIA eNeMeHTIB CUCTEMIA, LLO MOXe NPU3BECTI A0 BiAMOBM, BUMArae
MOBHOT0 PO3yMiHHA NPUPOAN | GYHKLIIOHYBAHHA CUCTEMU MOXKINBIX BiAMOB ii eneMeHTiB.

MeTtoan pocnimkeHHa. Y CTaTTi po3rNAQAETLCA MOXKAMUBICTb BUKOPUCTAHHA NOTIKO-rpadiuHmX CxeM AnA nNpaBUbHOI
ineHTUdiKauii Hebe3neyHnx 06'ekTiB. 3aBAAHHA NPUAHATTA PiLUeHHA NPO OLHKY PU3NKY HaA3BUYANHOI CUTYaLIT B KOH-
TeKCTi GiHaHCOBOT LUKOAM MOXe OYTH BUPILLIEHO Ha OCHOBI HEYITKOT irpoBOi Mogeni.

OcHoBHi pe3ynbTaTit AocnimKeHHA. (McTemMaTUYHO N0riuHo 06rpyHTOBaHA N06yA0Ba eNEMEHTIB, CUCTEMU, AKI MOXYTb
NpUBECTU [0 BIAKNIOYEHHA, BUMArae NoBHOI PO3yMiHHA XapakTepy i QYHKLIOHYBaHHA MOXNMBUX BifKa3iB ii enemeHTiB.
BknioueHHs [0 AiepeBa BiAMOB 30BHILUHIX NPUYMH JOAATKOBO BUMAra€e po3yMiHHA 3B'A3KY aHaNOriyHO-PyXOBUX CUCTEM 3
iHLLIMMM TEXHIYHUMU CUCTEMAMM | NPUPOAHUMM ABULLAMIA. B CyKYMHOCTI Lie BUKANKAE NPUTATAHHA CNeLianbHUX eKkcnepTiB
10 nobya0BY | aHaniy aepes BiAMOB.

HaykoBa HoBu3Ha. (UCTeMa, 3aCHOBaHa Ha NPUHLMNAX BUPAXKEHHA KOMIPOMICY MiX TOYHICTIO | NPOCTOTOI PO3paxyH-
KiB, TOMY iCHY€ MOXJIUBICTb CMIPOLLIEHOr0 PO3PaXyHKY MAKCUMANbHO MOXIIBOTO YACNA XePTB Y HaA3BUYANHIX CATYaLiAX
6e3 3HaYHOi BTPATI TOYHOCTI.

MpaKTMuYHa 3HAYMMICTb. Y Hall Yac 06'€AHaHHA 3yCunb BCiX 3aLikaBNeHUX CTOPIH i OpraHiB BRajy 3 MiAroToBKM Ta
NPUIAHATTA 0OrPYHTOBAHMX pilleHb B rany3i rpoMaacbKoi 6e3nekn, ynpasniHHA AepXaBolo, TepUTOPIAMM, NPUPOSHUM
cepenoBuLiem HabyBae 0C00MBOT aKTyanbHOCTI.

Knroyoei cnoea: pusuk, onmumizayis, Hao3guyaliHi cumyauii, Heyimka i2posa Mooess.
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